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	Reason for change:
	The satellites being considered by this work item are likely to provide coverage in multiple countries but only have a more limited number of (e.g. 1) feeder links to satellite ground station(s). As a result, the satellite ground station is likely to act as an NG-RAN node to multiple core network nodes in multiple countries.

In order to help satisfy LI requirements, when a UE establishes an RRC connection, this NG-RAN node may be required to only connect the UE to a CN node in the country where the UE is located. This is different to normal NG-RAN behaviour where CN node selection uses “valid temporary IDs”.

	
	

	Summary of change:
	The 5G-AN selects a new AMF if (it is configured to do so and) the UE accesses (e.g. Service Request) in a country different to that of its current AMF.

Any subsequent failure of the Service Request (or Registration) procedure is handled according to stage 3 “abnormal case” handling:

From TS 24.501 clause 4.4.4.3
If a REGISTRATION REQUEST message for mobility and periodic registration update fails the integrity check….the AMF shall initiate a primary authentication and key agreement procedure to create a new native 5G NAS security context.
…
If a SERVICE REQUEST or CONTROL PLANE SERVICE REQUEST message fails the integrity check and the UE has only non-emergency PDU sessions established, the AMF shall send the SERVICE REJECT message with 5GMM cause #9 "UE identity cannot be derived by the network" and keep the 5GMM-context and 5G NAS security context unchanged.

TS 24.501 clause 5.5.1.3.5:
…. the UE shall subsequently, automatically initiate the initial registration procedure.

TS 24.501 clause 5.6.1.5:
the UE shall perform a new initial registration procedure.


	
	 

	Consequences if not approved:
	LI requirements could be circumvented. 
Emergency calls might be misrouted.
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The AMF discovery and selection functionality is applicable to both 3GPP access and non-3GPP access.
The AMF selection functionality can be supported by the 5G-AN (e.g. RAN, N3IWF) and is used to select an AMF instance for a given UE. An AMF supports the AMF selection functionality to select an AMF for relocation or because the initially selected AMF was not an appropriate AMF to serve the UE (e.g. due to change of Allowed NSSAI). Other CP NF(s), e.g. SMF, supports the AMF selection functionality to select an AMF from the AMF set when the original AMF serving a UE is unavailable.
5G-AN selects an AMF Set and an AMF from the AMF Set under the following circumstances:
1)	When the UE provides no 5G-S-TMSI nor the GUAMI to the 5G-AN.
2)	When the UE provides 5G-S-TMSI or GUAMI but the routing information (i.e. AMF identified based on AMF Set ID, AMF pointer) present in the 5G-S-TMSI or GUAMI is not sufficient and/or not usable (e.g. UE provides GUAMI with an AMF region ID from a different region).
3)	AMF has instructed AN that the AMF (identified by GUAMI(s)) is unavailable and no target AMF is identified and/or AN has detected that the AMF has failed.
4)	When the UE attempts to establish an RRC connection with an AMF serving a different country to where the UE is located and the 5G-AN is configured to ensure that RRC connections use an AMF serving the country where the UE is located.
NOTE:	How the 5G-AN behaves for case 4, above, is implementation dependent.
In the case of NF Service Consumer based discovery and selection, the CP NF selects an AMF from the AMF Set under the following circumstances:
-	When the AMF has instructed CP NF that a certain AMF identified by GUAMI(s) is unavailable and the CP NF was not notified of target AMF; and/or
-	CP NF has detected that the AMF has failed; and/or
-	When the selected AMF does not support the UE's Preferred Network Behaviour.
In the case of delegated discovery and associated selection, the SCP selects an AMF from the corresponding AMF Set under the following circumstances:
-	The SCP gets an indication "select new AMF within SET" from the CP NF; and/or
-	SCP has detected that the AMF has failed.
The AMF selection functionality in the 5G-AN may consider the following factors for selecting the AMF Set:
-	AMF Region ID and AMF Set ID derived from GUAMI;
-	Requested NSSAI;
-	Local operator policies;
-	5G CIoT features indicated in RRC signalling by the UE;
-	IAB-indication;
-	NB-IoT RAT Type; and
-	Category M Indication.
AMF selection functionality in the 5G-AN or CP NFs or SCP considers the following factors for selecting an AMF from AMF Set:
-	Availability of candidate AMF(s).
-	Load balancing across candidate AMF(s) (e.g. considering weight factors of candidate AMFs in the AMF Set).
-	In 5G-AN, 5G CIoT features indicated in RRC signalling by the UE.
When the UE accesses the 5G-AN with a 5G-S-TMSI or GUAMI that identifies more than one AMF (as configured during N2 setup procedure), the 5G-AN selects the AMF considering the weight factors.
When 5G-S-TMSI or GUAMI provided by the UE to the 5G-AN contains an AMF Set ID that is usable, and the AMF identified by AMF pointer that is not usable (e.g. AN detects that the AMF has failed) or the corresponding AMF indicates it is unavailable (e.g. out of operation) then the 5G-AN uses the AMF Set ID for selecting another AMF from the AMF set considering the factors above.
The discovery and selection of AMF in the CP NFs or SCP follows the principle in clause 6.3.1
In the case of NF Service Consumer based discovery and selection, the AMF or other CP NFs shall utilize the NRF to discover the AMF instance(s) unless AMF information is available by other means, e.g. locally configured on AMF or other CP NFs. The NRF provides the NF profile(s) of AMF instance(s) to the AMF or other CP NFs. The AMF selection function in the AMF or other CP NFs selects an AMF instance as described below:
[bookmark: OLE_LINK34][bookmark: OLE_LINK35][bookmark: OLE_LINK36]When NF Service Consumer performs discovery and selection the following applies:
-	In the case of AMF discovery and selection functionality in AMF or other CP NFs use GUAMI or TAI to discover the AMF instance(s), the NRF provides the NF profile of the associated AMF instance(s). If an associated AMF is unavailable due to AMF planned removal, the NF profile of the backup AMF used for planned removal is provided by the NRF. If an associated AMF is unavailable due to AMF failure, the NF profile of the backup AMF used for failure is provided by the NRF. If AMF pointer value in the GUAMI is associated with more than one AMF, the NRF provides all the AMFs associated with this AMF pointer value. If no AMF instances related to the indicated GUAMI can be found, the NRF may provide a list of NF profiles of candidate AMF instances in the same AMF Set. The other CP NF or AMF may select any AMF instance from the list of candidate AMF instances. If no NF profiles of AMF is returned in the discovery result, the other CP NF or AMF may discover an AMF using the AMF Set as below.
-	In the case of AMF discovery and selection functionality in AMF use AMF Set to discover AMF instance(s), the NRF provides a list of NF profiles of AMF instances in the same AMF Set.
-	At intra-PLMN mobility, the AMF discovery and selection functionality in AMF may use AMF Set ID, AMF Region ID, the target location information, S-NSSAI(s) of Allowed NSSAI to discover target AMF instance(s). The NRF provides the target NF profiles matching the discovery.
-	At inter PLMN mobility, the source AMF selects an AMF instance(s) in the target PLMN by querying target PLMN level NRF via the source PLMN level NRF with target PLMN ID. The target PLMN level NRF returns an AMF instance address based on the target operator configuration. After the Handover procedure the AMF may select a different AMF instance as specified in clause 4.2.2.2.3 in TS 23.502 [3].
In the context of Network Slicing, the AMF selection is described in clause 5.15.5.2.1.
When delegated discovery and associated selection is used, the following applies:
-	If the CP NF includes GUAMI or TAI in the request, the SCP selects an AMF instance associated with the GUAMI or TAI and sends the request to a selected AMF service instance if it is available. The following also applies:
-	If none of the associated AMF service instances are available due to AMF planned removal, an AMF service instance from the backup AMF used for planned removal is selected by the SCP;
-	If none of the associated AMF service instances are available due to AMF failure, an AMF service instance from the backup AMF used for failure is selected by the SCP;
-	If no AMF service instances related to the indicated GUAMI can be found the SCP selects an AMF instance from the AMF Set; or
-	AMF Pointer value used by more than one AMF, SCP selects one of the AMF instances associated with the AMF Pointer.
-	If the CP NF includes AMF Set ID in the request, the SCP selects AMF/AMF service instances in the provided AMF Set.
-	At intra-PLMN mobility, if a target AMF instance needs to be selected, the AMF provides the source AMF Set ID, source AMF Region ID, and the target location information, S-NSSAI(s) of Allowed NSSAI in the request, optionally NRF to use. The SCP will select a target AMF instance belonging to the target AMF set in target AMF Region which can be the mapping of the source AMF set in source AMF region.
-	At inter PLMN mobility, the source AMF selects indicates "roaming" to the SCP. The SCP interacts with the NRF in source PLMN so that the NRF in source PLMN can discover an AMF in the target PLMN via target PLMN NRF.
*** End of Change ***



